|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **ID** | **CATEGORIA** | **PRIORIDAD** | **FUENTE/SOURCE** | **OBJETIVO** | **HERRAMIENTA** |
| 1 | Funcional | Alta | <http://localhost:8000/wp-admin/user-new.php> | Verificar que el flujo de registro de usuario funcione correctamente | Selenium |
| 2 | Funcional | Alta | Se realizo añadiendo el plugin de FIbboSearch  <http://localhost:8000/?post_type=product> | Validar la búsqueda de productos por palabra clave | Selenium |
| 3 | Funcional | Alta | <http://localhost:8000/?post_type=product> | Probar añadir y eliminar productos del carrito | Selenium |
| 4 | Funcional | Critica | No se encontró el módulo del checkout entonces se hizo con el panel de administrador: <http://localhost:8000/wp-admin/admin.php?page=wc-settings&tab=checkout> | Comprobar el flujo de pago con tarjeta (WooCommerce) | Selenium |
| 5 | Funcional | Alta | <http://localhost:8000> | Validar el envío de correos transaccionales (confirmación de pedido, restablecer contraseña | Selenium |
| 6 | Funcional | Critica | <http://localhost:8000> | Simular 500 usuarios concurrentes en la página de inicio | Selenium |
| 7 | Carga | Critica | <http://localhost:8000/?page_id=7> | Medir el tiempo de respuesta al procesar un checkout con 100 usuarios simultáneos | Jmeter |
| 8 | Carga | Alta | <http://localhost:8000> | Ejecutar un test de estrés subiendo archivos grandes en paralelo | Jmeter |
| 9 | Carga | Alta | <http://localhost:8000> | Analizar el rendimiento de la base de datos con 200 consultas/segundo | Jmeter |
| 10 | Carga | Alta | <http://localhost:8000> | Realizar un test de resistencia continuo durante 2 horas con 100 usuarios | Jmeter |
| 11 | Seguridad | Critica | <http://localhost:8000/?page_id=9> | Ejecutar escaneos de vulnerabilidades (SQL Injection) en todos los formularios | Hydra/OWASP ZAP |
| 12 | Seguridad | Critica | <http://localhost:8000/?page_id=9> | Probar fuerza bruta de inicio de sesión con diccionario | Hydra |
| 13 | Seguridad | Alta | <http://localhost:8000/wp-admin> | Auditar la gestión de permisos intentando accesos no autorizados | Postman/Manual |
| 14 | Seguridad | Alta | <http://localhost:8000> | Revisar encabezados HTTP de seguridad (CSP, HSTS, X-Frame-Options) | Jmeter |
| 15 | Seguridad | Critica | <http://localhost:8000> | Probar protección contra CSRF con y sin token válido | OWASP ZAP/ Postman |
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